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**Adoption of a Secure Coding Standard**

Adopting a secure coding standard can be a huge benefit for both the individual and the company. An individual can gain techniques and tools to combat specific coding issues that may come up. Additionally, in our secure coding standard, there are potential threats that a user can look for when they are writing code. A company can better control the code that they put out and limit the number of attacks that might come their way. Additionally, the mitigation cost can be a whole let less than the repercussions of them not considering these threats.

**Risk and Cost Benefit of Mitigation**

Carefully considering the risks of attacks and benefits from mitigation is a huge part of secure coding practices. It does not take long to search, and you will find a result of another big-name company with a security breach. After a breach, there is a period where not only will the company loose trust in the public eye, but there will be a time where the threat must be identified and handled properly. Even after it has been handled properly, the hole in the system needs to be patched properly so another attack is not successful.

If we take some time before an attack is even considered, we can help mitigate the cost of the attack in more ways than one. Not only can the attack be mitigated, but the chance of that attack being successful can be reduced as well.

**Zero Trust**

The idea of zero trust is a straightforward concept that boils down to, by default, not allowing anyone access to a system. This also goes hand in hand with the principle of least privilege and default deny. By following these principles, we can limit the damage that an individual can do. This does not always mean that an individual will always have malicious intent as the user is always the most unpredictable aspect of writing code.

**Implementation and Recommendation**

In my opinion it is very important that a company that is looking to be safe in this world from coding threats, they must have a secure coding policy or document. Not only do they need this document, they need to follow it.